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RevSpring keeps  
sensitive information  

secure and confidential  
from receipt to transfer, 

storage to usage,  
access to transmission,  

and disposal.

Account receivables management (ARM) firms need to be familiar with 
a variety of ever-changing compliance and regulatory procedures. 
Requirements for handling Federal Tax Information (FTI) only add to the 
complexity of keeping up—and, if not properly managed, increase the 
reputational and financial risks of non-compliance. Forward-thinking 
ARM organizations trust RevSpring to understand the regulations and 
properly handle their sensitive FTI data. They know RevSpring can 
comply and safeguard their reputation.

Whether it is electronic or paper, RevSpring keeps sensitive information 
secure and confidential from receipt to transfer, storage to usage, 
access to transmission, and disposal. We’re committed to providing 
the highest level of security for clients who work with FTI data, and 
we invest heavily in a layered security infrastructure that includes IT 
security, personnel security, and physical security in accordance with IRS 
Publications 1075 and 4812. 

RevSpring’s Compliance with Pubs 1075 and 4812

Ensure That Sensitive 
FTI Information Under 
Your Care Is Secure
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Peace of mind, knowing that there is a 
dedicated, secure environment to process 
and safeguard FTI data

 • Slab-to-slab walls
 • Steel doors
 • Restricted and tracked access into the room
 • Camera surveillance
 • Communications stored and sealed prior to USPS delivery
 • Stringent data archive and data disposal protocols

Confidence there is a standard and 
consistent approach to managing FTI data

 • Experience in handling the sensitive information
 • Audited annually by the IRS
 • Documented policies, procedures, and processes to secure FTI 
information
 • Annual reporting
 • Contingency plans
 • Annual assessment of incident response system

Sizeable, experienced, knowledgeable 
teams  

 • Rigorous employee training
 • Employees certified annually
 • Stringent background checks for employees and subcontractors
 • IRS cleared employees
 • Seasoned pool of resources

Publication 4812
Identifies security  
requirements for contractors  
and any subcontractors 
supporting the primary contract. 
It identifies security controls 
and privacy requirements for 
contractors and subcontractors 
who handle or manage IRS 
Sensitive But Unclassified 
information.

RevSpring leads the market in financial communications and payment solutions that inspire action—from the front 
office, to the back office, to the collections office. North America’s leading healthcare organizations, revenue cycle 
management and accounts receivables management companies trust RevSpring to maximize their financial results 
through dynamic and personalized print, online, phone, email and text communications and payment options. Using 
proprietary data analytics to tailor the engagement workflows to fit individual circumstances and preferences, 
RevSpring solutions improve the consumer financial experience and drive better outcomes.

Disclaimer: The contents of this resource are not intended to serve as legal or any other advice.

Publication 1075
Provides guidance in ensuring 
that the policies, practices, 
controls, and safeguards 
employed by recipient agencies 
or agents and contractors 
adequately protect the 
confidentiality of the information 
they receive from the IRS.


